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Database Admin
Chapter 1

Database Administration

The Database Admin User Manual explains how to use Database Admin to manage
your incident databases. Information entered in Database Admin is shared with other I-
Suite modules, including:

Resources

Demob

Incident Action Plan
Time

Cost

Supply
Injury/lliness

Topics in this section include:

See "Database Administration Overview" on page 4
See "Managing Users and Passwords" on page 6

See "Managing Your Incident Databases" on page 17
See "Importing ROSS Data Files" on page 26

See "Purging Social Security Numbers" on page 39
See "Exporting I-Suite Data Files" on page 40

See "Merging Databases" on page 47

See "External User Account Management” on page 56
Auditing

Database Administration Overview

The Database Admin option allows you to perform a variety of administrative functions
for I-Suite. The types of functions you can perform in Database Admin include:

See "Managing Users and Passwords" on page 6
See "Copying an Incident Database" on page 17
See "Creating a New Blank Database" on page 18
See "Renaming an Incident Database" on page 19
See "Attaching an Incident Database" on page 19
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Chapter 1:Introduction

See "Detaching an Incident Database” on page 20

See "Manually Backing Up the Incident Database" on page 21
See "Automatically Backing Up the Incident Database" on page 22
See "Restoring the Backup Database" on page 24

See "Importing ROSS Data Files" on page 26

See "Purging Social Security Numbers" on page 39

See "Exporting |-Suite Data Files" on page 40

See "External User Account Management” on page 56

When working in a networked server/client environment, remember these key points
when using Database Admin:

Use Database Admin only on the server machine.

Disable the hibernate/sleep mode on the server machine so that the client
machine can access the incident database.

If you promote a client machine to a server, you must start the MS SQL Server on
that machine.

Ensure that all client machines connect to the correct server so that they have
access to the appropriate incident database.

For specific information about using Database Admin to set up personal computers for
an incident refer to the following sections:

See "Managing Your Incident Databases" on page 17
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Chapter 2

Managing Users and Passwords

Make sure you keep your Database Admin and I-Suite User passwords confidential.
Use the following rules when creating and changing passwords:

Change your passwords when necessary.

Passwords must be at least 12 characters long.

Passwords must contain at least one lowercase letter.

Passwords must contain at least one uppercase letter.

Passwords must contain at least one number.

Passwords must contain at least one special character.

- Allowed special characters: '#%&*"

Password cannot be a dictionary word.

e Password cannot be one of the 24 previous passwords defined for the account.
e Do not share your passwords with anyone.

For example, while “Nlational'ze is a valid password, “nationalize” is not.

Adding a New Database Admin User

Follow the steps in this section to add a new Database Admin user to the I-Suite
system:

1. From the Modules drop-down menu, select Database Admin to open the

Database Admin window.
2. Click the Users button to open the User Management window.

[-Suite Version 12.01.00 Database Admin 6
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Users and Passwords
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Click the Admin Users tab to select it.
Click the Add button to add a new user.
Enter the User Name the person must enter in order to access the I-Suite system

as an administrator.

Enter the administrator's First Name and Last Name.
Enter the Password for the administrator.
In the Verify Password box, re-enter the new password to verify that it was

entered correctly.

To save your changes, click the Save button. Then click the Close button to close

the window.

Changing a Database Admin Password

Follow the steps in this section to change the Database Admin Password:

1.

2.
3.

From the Modules drop-down menu, select Database Admin to open the

Database Admin window.

Click the Users button to open the User Management window.
Click the Admin Users tab to select it.

|-Suite Version 12.01.00
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Users and Passwords
4. Under Database Admins, click to select the appropriate User Name.
5. Enter a new Password.
6. Inthe Verify Password box, re-enter the new Password a second time to verify
that it was entered correctly.
7. When the Confirm Password Reset window displays, click the OK button to save
the new password to the system.
8. When the message Data Saved displays, click the OK button.
9. To close the User Management window, click the Close button.

Assigning Database Access to Database Admin

Follow the steps in this section to assign database access to a Database
Administrator:

A Database Administrator must have rights assigned to each database that they will
be administering.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the Admin Users tab to select it.

Under Database Admins, click the name of the new database administrator.
Under Attached Databases, click to check the checkbox next to each of the
databases you want to assign to the database administrator.

After the appropriate database(s) are selected, click the Push Admin Users
button.

When the Data Saved message displays, click the OK button.

To close the User Management window, click the Close button.

o okowd

© N

Adding a New I-Suite User

Follow the steps in this section to add a new user to the I-Suite system:

Each user must be assigned a unique user name and password to log into a database.
There is only one login per user allowed for each database. If a user attempts to log into
a database more than once with the same user name, an error message displays
indicating that they are already logged into the database under that user name.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Users button to display the User Management window.
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Click the I1Suite Users tab to select it.

Click the Add button to add a new user.

Enter the User Name the person must enter to log into the I-Suite system.
Enter the person's First Name and Last Name.

Enter the Password the person must enter to log into the I-Suite system.

In the Verify Password box, re-enter the password to make sure it was entered
correctly.

©ONOOAW®
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Users and Passwords

9. Click to check one or more of the following options. When you check an option,
the user can access that particular module or function in the I-Suite system:

When you select the DB Admin role, you cannot select any other roles except Data
Admin. The Data Admin role is automatically selected when you select the DB Admin
role. You can unselect the Data Admin role and leave the DB Admin role selected, if
needed.

If you select a role other than DB Admin, you can assign multiple roles to the user
account. The roles you can assign include all roles, except the DB Admin role.

Resources

Time

IAP

Cost

Demob

Supply Clerk
Supply Supervisor
Communications
Data Admin

DB Admin.

e Injury/lliness

10. To assign all rights to the I-Suite user, click the All Rights button.

The All Rights button assigns all rights to a user, except DB Admin and Injury/lliness.
You must click the Injury/lliness checkbox to assign those rights to a user. You cannot
select the DB Admin role when other roles are selected.

11. To remove all rights from the I-Suite user, click the Clear Rights button.
12. To activate the I-Suite user, click to check the Active checkbox.

13. To save your changes, click the Save button.

14. When the Data Saved message displays, click the OK button.

15. To close the User Management window, click the Close button.

Changing I-Suite User Password

Follow the steps in this section to change the password for an I-Suite user:

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the I-Suite Users tab to select it.

Under Users, click to select the appropriate User Name.

In the Password box, enter a temporary password for the user.

aogkrwn
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Users and Passwords
6. Inthe Verify Password box, re-enter the password to make sure it was entered
correctly.
7. To save your changes, click the Save button.
8. When the Confirm Password Reset window displays, click the OK button to
reset the password.
9. When the Data Saved message displays, click the OK button.
10. When you are finished with the user records, click the Close button to close the
window.

Changing Access Rights for an I-Suite User

Follow the steps in this section to change the access rights for an I-Suite user:

Users only have access to the various modules and functional areas of I-Suite that have
been checked on the ISuite Users window.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the ISuite Users tab to select it.

Under Users, click to select the appropriate user name.

Click to check or uncheck the following checkboxes to assign the appropriate
rights to the user:

abkrwn

Checking one of the following boxes, gives the selected I-Suite User permission to
access that particular module or functional area in I-Suite. If you uncheck a checkbox,
the user can no longer access that area of the I-Suite application.

Resources

Time

IAP

Cost

Demob

Supply Clerk
Supply Supervisor
Communications
Data Admin

DB Admin.

e Injury/lliness

When you select the DB Admin role, you cannot select any other roles except Data
Admin. The Data Admin role is automatically selected when you select the DB Admin
role. You can unselect the Data Admin role and leave the DB Admin role selected, if
needed.
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Users and Passwords

If you select a role other than DB Admin, you can assign multiple roles to the user
account. The roles you can assign include all roles, except the DB Admin role.

6.

To save your changes, click the Save button.

7. When the Data Saved window displays, click the OK button to close the window.

8.

To close the User Management window, click the Close button.

Deactivating an I-Suite User

Follow the steps in this section to deactivate an I-Suite user:

1.

©ONDOAWN

From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the ISuite Users tab to select it.

Under Users, click to select the appropriate user name.

Click to uncheck the Active checkbox.

To save your changes, click the Save button.

When the Data Saved window displays, click the OK button to close the window.
To close the User Management window, click the Close button.

Exporting Users

Follow the steps in this section to export users from a database:

This process exports all users with an Active status to a file. The export includes all of
the user information, including their permissions. After you export users from a
database, use the Import Users option to import the users into a different database
See "Importing Users" on page 14.

1.

2.
3.

From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the Export Users button.
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4. From the Name of database with users to export drop-down list, select the
appropriate database.

5. Inthe Export File Name box, type the name to assign to the user file you are

exporting.

Click the OK button to export the users to a file.

When the message Isuite User Data Export complete message displays, click

the OK button to close the window.

8. When the User Export window re-displays, notice that the path where the file was
exported displays in the Export File Name box. Click the Close button to close
the User Export window.

No
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Importing Users

Follow the steps in this section to import users from one database to another:

You must first export the users to a file before you can import them into a different
database See "Exporting Users" on page 12.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

2. Click the Users button to open the Manage Users window.

3. Click the Import Users button.

Y A I s L A e,
= RN -.% - b .
v 3 VT e
v v A
N
o
X
<
"'-’\.\ Injury / lliness T All Rights Export zers
%,
-i Clear Rights Impart Users
o Fi
5
{:'l
L
i
H
5

The Users Import window displays:
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8.
9

10.

11.

From the Name of database for User Data Import drop-down list, select the
database into which you want to import the users.

Click the Browse button next to the User Data file for import box to search for
the user data file you want to import. On the Browse for Existing User Data File
window, click the file you want to import then the OK button to insert it into the
User Data file for import box.

In the Generic password for imported users box, type a temporary password to
assign to all of the imported users.

In the Confirm password for imported users box, re-type the temporary
password to ensure it was entered correctly.

Click the OK button to import the users to the selected database.

A message displays identifying any fields that were not updated for the users.
Click the OK button to close this window.

When the Isuite User Data Import Successful message displays, click the

OK button to close the window.

Click the Close button on the User Import window to close the window.

Disconnecting a User

Follow the steps in this section to disconnect a user from the database:

This process clears the user's connection if there are problems that occur when logging
into the system.
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1.

2.
3.

From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Under Connection Information, click the user you want to disconnect.

Click the Disconnect User button that displays beneath the Connection
Information area.

; 5 : 5 i e - s ERR
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3 Disconnect
User
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A message displays indicating that you are about to disconnect the user from the
database.

ISuite [|

You are about ko disconnect user ‘tjackson'
From database "Training2007",
Do wiou wish bo conkinue?

Yes Mo

4. Click the Yes button to disconnect the user.

After the user is disconnected from the database, they can open I-Suite and log back
into the database.
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Managing Your Incident Databases

This section identifies how to manage an incident database. It includes information on
how to create, copy, attach, detach, backup, restore, and rename an incident database.

Use your team's haming standards to name a new incident database. General
Database Naming Rules are as follows:

e The database name should include the incident name.

e The name must not include any spaces, semi-colons, dollar signs, or any
characters not allowed by MS Windows File Naming Conventions.

Copying an Incident Database

Follow the steps in this section to copy an Incident Database:

lUse your team’s naming standards to name your incident database.

1. From the Module drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Copy/New DB button to open the Copy Database window.

SEE

Select an attached database from the dropdown list or
browse for a databasze file.

Databaze to Copy Mew Databasze

*Databaze Mame:
Marne of Database to Copy: | Sabase ame

| j Create Mew
Database File Path of Mew Databaze:
*Databasze File: |
|E:\F'mgram FileshSuitehD atabaseh2012_Training.idb.gpg J B T
"Databaze Pazsword:
“ferify Paszword:
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Incident Databases
3. From the Name of Database to Copy drop-down list, select the database that
you want to copy. If the name of the database is not listed, you can type the name
into the text box.

When you select a database, I-Suite automatically inserts the path for the
database in the Database File box.

If the name of the database you want to copy does not display in the Name of
Database to Copy drop-down list, you can manually search for the database by clicking
the Browse button next to the Database File box.

4. Enter the Database Password for the database being copied.
5. Under New Database, enter the Database Name to assign to the new database.
6. Enter the Database Password to assign to the new database.

The new Database Password must be 8 to 16 characters long and follow the same
rules as those defined for User Passwords See "Managing Users and Passwords" on
page 6.

7. Inthe Verify Password box, re-enter the password for the new database to make
sure it was entered correctly.

8. Click the OK button to copy information from the selected database to the new
database.

The File Path of New Database box displays the complete file location of the new
incident database. The Copy Database procedure will automatically attach the new
database.

Creating a New Blank Database

Follow the steps in this section to create a blank incident database:

1. From the Modules drop-down menu, select Database Admin to open the
Database Admin window.

2. Click the Copy/New DB button to open the Copy Database window.

3. Click the Create New Database button.

When you click the Create New Database button, the Database to Copy area is
disabled.

4. Under New Database, enter the Database Name to assign to the new database.

5. Inthe Database Password box, type the password to assign to the database.

6. Retype the password in the Verify Password field to make sure it was entered
correctly.

7. Click the OK button to create the new database.
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Renaming an Incident Database

Follow the steps in this section to rename an Incident Database:

|Use your team’s naming standards to rename your incident database.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Rename button to open the Rename Database window.

Al - [5]x]

| Select an attached database from the dropdown list or browse for a
databasze file.

MHame of D atabaze to Rename:

| =

b azter Data File Source of Databaze:
C:AProgram FileshSuiteDatabazet 201 2_Training.idb.gpg J

“Mew Database Hame:

“Databaze Password:

1] LCancel

3. From the Name of Database to Rename drop-down list, select the database that
you want to rename.

When you select a database, I-Suite automatically inserts the path for the
database in the Master Data File Source of Database box.

If the name of the database you want to rename does not display in the Name of
Database to Rename drop-down list, you can manually search for the database by
clicking the Browse button next to the Master Data File Source of Database box.

4. Enter the New Database Name.
5. Enter the Database Password.
6. Click the OK button to rename the database.

Attaching an Incident Database

Follow the steps in this section to attach an Incident Database:
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1. From the Modules drop-down menu at the top of the Main I-Suite window, select
the Database Admin option to open the Database Admin window.
2. Click the Attach button to open the Attach Database window.

k B HEE)

IDB.GPG File of databaze to attach:
|I::"~F'r|:ugram Filezs S uiteD atabaze!,

“Attach as: |

“Database Paszword: |

Cancel

3. Click the Browse button next to the IDB.GPG File of database to attach box.
Use the window that displays to browse to the folder where the database is
located. Click the database, and then the OK button to insert the path into the
IDB.GPG file of database to attach box.

The name of the database you are attaching displays in the Attach as box. This is the
name the system automatically assigns to the database. You cannot change this name.

4. Enter the Database Password.
5. Click the OK button to run the attachment procedure.

Detaching an Incident Database

Follow the steps in this section to detach an Incident Database:

Make sure no one is using the database when it is detached, or their unsaved data will
be lost. When you detach a database, other users will no longer have access to the
database.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
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2. Click the Detach button to open the Detach Database window.

i Detach Database g@@

Mame of Databaze to Detach:
|Training2007 |

“Database Paszward:

[n] 4 Cancel

3. From the Name of Database to Detach drop-down list, select the database you
want to detach.

4. Inthe Database Password field, type the password for the database you are
detaching.

5. Click the OK button to detach the database.

6. When the Warning window displays, click the Yes button to detach the database.

Manually Backing Up the Incident Database

Follow the steps in this section to manually backup the Incident Database:

[To recover a backed up Incident Database, you must know the Login Password.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Backup button to display the Backup Database window.
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3.

4.
5.

Click the Manual Backup tab.

| Backup Database g@@
Mext Scheduled Auto Backup: |Disakled

b arwal Backup | Auto Backup |

Database: | 2007 _Training =l

Mame: |2I]D?'_Training_I]31 GO07_132024

Destination Folder

Backupto: [ “Program FileghSuitehD atabaze B ackup

Backup Mow

LCloze

Select the database you want to backup from the Database drop-down list.
I-Suite automatically creates a name for the backup and inserts it into the Name
box. The backup name includes the Database Name_Current Date_Current
Time. If needed, you can change the backup name by typing over the existing
text.

I-Suite automatically inserts the path C:\Program Files\ISuite\Database\Backup
into the Backup to box. If needed, you can change this path by either typing a
new one or using the Browse button to select the path.

If you change the default path for the backup, I-Suite will back the database up to both
the default path and the directory specified in the Backup To box.

7.
8.

Click the Backup Now button to start the backup process.

The message Back-up in progress . . . Please wait! displays while the backup is
performed. When the message Backup completed successfully displays, click
the OK button to close the window.

When the Backup Database window redisplays, click the Close button to close
the window.

Automatically Backing Up the Incident Database

Follow the steps in this section to automatically backup the Incident Database:
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Once initiated, Automatic Backups will continue at the specified intervals until backups
are deactivated.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

2. Click the Backup button to open the Backup Database window.

3. Click the Auto Backup tab.

. Backup Database E|@|El
Mest scheduled Auto Backup: |Disakbled

M arual Backup | Auto Backup |

[v Auto Backup Enabled

Selected D atabazes Backup Interval
Ml 2007 _Training 1 Haour -
b2 D -000007 _p <1 LI b .
Backup Destination
Southwest
Suithfast |E:"~F'r|:|gram FilezhSuitehDatabasehB ackup
TestDB

Save

LCloze

4. Click to check the Auto Backup Enabled checkbox to enable the automatic
backup system.

5. Inthe Selected Databases box, click to check the checkbox next to each of the
databases you want to include in the automatic backup procedure.

6. From the Backup Interval drop-down list, select the total amount of time the
system should wait before performing the backup.

7. 1-Suite automatically inserts the path C:\Program Files\ISuite\Database\Backup
into the Backup Destination box. If needed, you can change this path by either
typing a new one or using the Browse button to select the path.

If you change the default path for the backup, I-Suite will back the database up to both
the default path and the directory specified in the Backup Destination box
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8. Click the Save button to save the settings for the automatic backup procedure.
The system automatically inserts the date and time when the backup will next
occur in the Next Scheduled Auto Backup box at the top of the window.
9. Click the Close button to close the Backup Database window.
10. A note displays indicating that I-Suite must be running in order for the auto-backup
to occur. Click the OK button to close the window

If you close the I-Suite application, Automatic Backups will not occur. For security
reasons, you must lock your computer or set it in stand-by mode when you leave the
computer.

Restoring the Backup Database

Follow the steps in this section to restore the backup database, if needed:

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Restore button to open the Restore Database window.

. Restore Database

*Restare from: |E: WProgram Fileshl S uitehD atabasehB ackuph T raining 2007

*Restare as databaze: |Training2[ll]?

ok Cancel

3. Click the Browse button next to the Restore From box. A Browse for Existing
Database Backup File window displays.

4. Use the Browse window to search for the database that you want to restore. Click
the database to highlight it and the OK button to insert the path in the Restore
from box.

5. Inthe Restore as Database box, type the name to assign to the restored
database.

Restoring the database with the same name as the original database will overwrite the
original database.

6. Enter the Database Password.

7. Click the OK button to restore the database to the I-Suite system.

8. If a database already exists with the name defined in the Restore as Database
box, a window displays indicating that the database already exists. The system
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will assign a different name to the restored database. Click the OK button to
rename the restored database.

If you click the Cancel button, a warning displays indicating that you must detach
or delete the database with the same name before you can restore it. Click the OK
button to cancel the database restore procedure.
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Importing ROSS Data Files

This section explains how to download a ROSS data file and then import it into the I-
Suite database. Remember these key points when importing ROSS data into an I-Suite
database:

e ROSS data can be imported into an I-Suite database as many times as needed.
I-Suite automatically matches crew members to crews when the import process is run. |

ISupply items in the ROSS import file will not be imported into the I-Suite database. |

e Some ROSS data fields allow more characters than are allowed in the
corresponding I-Suite data fields. If the data imported from ROSS exceeds the
corresponding I-Suite data field limit, you will be prompted to input data with less
characters. The I-Suite data fields that are affected include:

Incident Name: limit 20 characters
Incident Number: limit 13 characters
Agency: limit 4 characters
KindCode: limit 4 characters
HomeUnitCode: limit 6 characters
Resource Name: limit 53 characters

Important Note: I-Suite will only display and save the first 20 characters of an Incident
Name or Resource Name. When you import any Incident Name or Resource Name
that contains more than 20 characters, you must rename the Incident or Resource with
a name that contains 20 or fewer characters.

You must know your ROSS User ID and Password to download ROSS data from the
Cognos Web site. If you have any questions about your ROSS User ID and Password,
contact the Home Dispatch Center that created your account.

Check Internet Settings Prior to Download

Follow the steps in this section to prior to downloading a ROSS data file:

1. Start your Internet Explorer.
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2. Select the Tools menu and the Internet Options.

3. Click the Security tab and select the Trusted sites option.

4. Inthe Add this website to the zone box, enter http://rossReports.nwcg.gov
and click the Add button..

5. Click the Close button to close the Trusted sites window.

Trusted sites [$_<|

f ‘fou can add and remove websites From this zone, all websites in
. 4 this zone will use the zone's security setkings.

Add this website to the zone:

[ ]Require server verification {https: ) For all sites in this zone

Close

Download ROSS Data File

This process can be run from either ROSS or directly from Internet Explorer. If you run
this process from ROSS, select the Administration/Reports Menu option, then skip to
step 6. When running the process directly from Internet Explorer, complete all of the
steps.

1. Open Internet Explorer.

2. Inthe Address box, enter http://rossReports.nwcg.gov/cognos/c8/cgi-
bin/cognos.cgi.

3. From the Namespace drop-down list on the Login page, select ROSSLDAPSSL
and click the OK button.
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{= Log on - Windows Internet Explorer

G"T\ “ - |E hktp: /frossreports.nweg.gov/cognosicdfcgi-binfcognos. cgi

&= Edit iew Favorites Tools  Help

ﬁSnagIt E E"
v ELogon [_l

Please select a namespace for authentication.

Namespace:

ROSSLDAPSSL

,

4. Enter your ROSS User ID and Password. Click the OK button to log into Cognos.

Please type your credentials for authentication.

Namespace:
ROSSLDAPSSL

User ID:

|jdne |

f
o
;

oK Cancel
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5.

© N

On the Public Folders tab, select ROSS.

Cognos Connection

Tom Sacher Log On Log Off

- | Public Folders My Folders

Select ROSS I--.
L
| |Mame 2
EAMVWER D= Warehouse
p-

Public Folders

ROSS

e

e

[ ROSS System Extracts
[ ROSS Temp

e

ROS5-AR }
P NP S S

Select the User Community Reports option.

Select the System Extracts option.

Select the I-Suite Import File option.

Click the Incident label on the top left side of the page to expand or collapse the
incident selection area.

Click Incident
to Expand
Incident List
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10. To filter the list of incidents, enter the filter criteria and click the Filter button.

-+ Incident Name | Incident Type == Al -
5 Incident Number | Incident Host Incident Dispatch |
Incident [Number] Jme™

[AK-ACC-005801
A4 afnuinied

2008 DOI Disaster Response Flan

003] 2008 AICC Communications Preposition

005] 2008 AICC Multiple Fire Support

012] 2008 L-48 Crew (Group 6) Support j

2008 AICC Emergency Communications Kit i‘

[ T N M

o Cancel ' Clear Fiters
S bt ""“"‘“\‘* AP s o W ..un;* s W &
11. Select an incident from the list.
12. Click the View Report button.

13. After the report opens on the page, click the Create I-Suite Extract button to
extract the data in the report for I-Suite.

Create ISuite Extract

Create Extract

958954 |Moose Creek Prescribed Fire FY0S | AK-V
1912578 |HADE, DAVE |BLM|0-1]AK-AKD |R¥B2|PRESCRIBED FIRE BURN BOSS, TYPE 2||FAI|03/09/2009 07:30
1512579 |BROCKS, JASON |BLM|O-3]AK-AKD [FFT2|FIRE FIGHTER TYPE 2||FAL|03/0%/2008 07:30:00]1]10

1912530 |SCHUMACHER,, AARON |BLM|O-4|AK-AKD FFT2|FIRE FIGHTER TYPE 2||FAI|03/09,2009 07:30:00]1]]
1512591 |Ray, Justin [BLM|O-2]AK-AKD |R¥E2|PRESCRIBED FIRE BURNM BOSS, TYPE 2||FAL|03/09/2009 07:30:0

14. In the window that displays, enter the name to assign to the file you are extracting
and identify the directory where you want to save it. Click the Save button to
extract the file.

Make sure you use the default settings when you save the file. The file type must be

HTML (i.e., *.htm or *.html). The language must be Unicode. If you change these
settings, the file may not import correctly into the I-Suite application.

15. Click the Log Off option on the top left corner of the page.
16. Close Internet Explorer.
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Importing ROSS Data into Database File

Follow the steps in this section to import ROSS data into an I-Suite Database file:

The Status Bar in the bottom left corner of the Ross Import window identifies the
database into which you are importing data. It also shows the current step on which you
are working in the process.

1. From the Module drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Import Data button to open the Ross Import window.

— ; Irnpbrt Type
Beleless |2EI‘| 2 Training Date of Impart: (041842012 o Irpnt RiEm Fl
Import File Marme: | I:l Import From Previous Exclusions
Import Steps Ingtructions Incident Information
ROSS [-Suite

Incident Mame:

Incident Number: |
Incident State: |
Incident Start Date: |

R P VNI oV sl IV B o NV L

3. Select the Import from File option under Import Type.

4. Click the Import Data button to open the ROSS Import window:

5. Click the Browse button next to the Import File Name box. In the window that
displays, browse to the ROSS data file you want to import. Click the file and then
the OK button to insert the path into the Import File Name box.

6. When the Ross Import window redisplays, click the Load Data button.

After the data is loaded, a list of import steps displays at the top of the window. If a
step is crossed out, that step was completed. The steps that display are based on
whether you are importing to a database with existing data or a blank database.
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= -
[atabase: |2EI'I 2_Training D ate af Import: (041 B;-'EEH!

Irmport File M ame: |E:'\F'mgram FilezlSuitehData_Imports2011_TRAINING_ROSS_IMPORT. htm

Irmport Steps Ingtructions Incident [nform
; Walidate Matches 1: :
¥ Matchifdd ncident g
Showsz resources that match by request number and et e e
¥ Bracdous bdatches resource hame. |f needed, pou can edit a resource in the Incident Mumb
; |-Suite Rezources grid by by typing directly in the grid. : )
Validate Matches 1 WWihen there are no changes or you are completely finizhed Incident State:
Walidate Matches 2 editing rezources, press the next button to continue to the |ncident Start D

|mpart Complete HERhHED:

Walidate Crews

Excluded Resources

Irport Complete

RD55 Resources

Ross Import Buttons

The following buttons display on the Ross Import window after you have imported the
data:

The Remove buttons only remove data from the I-Suite grid that has not already been
imported (saved) into the I-Suite database. Data previously entered or imported into the
I-Suite database cannot be removed with the ROSS Import function.

e Selector — highlights the row to the right of the button

e >> (Select All) — moves ALL data in the ROSS grid to the I-Suite grid

e > (Add Selected) — moves SELECTED data in the ROSS grid to the I-Suite grid

e < (Remove Selected) — moves SELECTED data that was added to the I-Suite
grid back to the ROSS grid

e << (Remove All) — moves ALL data that was added to the I-Suite grid back to the
ROSS grid

e Match — matches the selected ROSS and I-Suite incidents or resources

e Unmatch - unmatches the selected ROSS and I-Suite incidents or resources

e Restart Step — restarts the current step without importing data from the current
step into I-Suite

e Next —imports all added or changed data currently in the I-Suite grid into the I-
Suite database

There are two basic scenarios for importing a ROSS data file into an I-Suite database:
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Importing the data into a blank I-Suite database or adding an incident to an I-Suite
database that contains other incidents.

Importing data into an I-Suite database that already contains data (either manually
entered or previously imported from a ROSS database).

Instructions for both scenarios are listed below:

Importing an Incident into an I-Suite Database

Follow the steps in this section to import a ROSS Incident into an I-Suite database:

You must have already imported ROSS data into a database before you can proceed
with this procedure. See "Importing ROSS Data Files" on page 26

1. Onthe ROSS Import window, click the incident you want to import in the ROSS
Incidents grid.
ROS5S Incident . F
Move Incident f
to I-Suite '
ROSS Inc 1D | Incident Mame |ncident Mumber | State | Start Date j
p |999 MILLARD COMPLE |CA-BDF-O0EY73  |Ch 070 4

3.

N P S NPy SR WV PUPEr

2. Click the >> button to move the incident from the ROSS Incident grid to the I-

3 {

> ]

F

Suite Incidents grid.
Click the Next button to move to the next step in the Import process.

Matching a Ross Incident to an I-Suite Incident

Follow the steps in this section to match a Ross Incident to an I-Suite incident:

1.

On the Ross Import window, click the incident you want to match in the Ross
Incident grid.

In the I-Suite Incidents grid, click the corresponding incident.

Click the Match button to match the Ross Incident to the I-Suite Incident.
Click the Next button to continue with the next step in the Import process.
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Importing Ross Resources into a Blank Database

Follow the steps in this section to import ROSS resources into an I-Suite database:

1. Onthe Ross Import window, click the >> button to add all resources listed under
the ROSS Resources grid to the I-Suite Resources grid.

ROSS5 Rezources Click to Move | *
Resources to | &
ROS5 Res ID |Request Humber |Resource Mame Agency LSl _‘E
p [598543 A ROTORWIMG - TAC - B0 C{FS — V T_
R33731 A-B HELICORPTER - T3 - 911F5 || PV T -
533072 A1 HELICOFTER - CGRMR [HE[FWT 2 ,
533177 A1 PURYEAR, STEVEM F5 -
533178 A-11.2 FOLSTOM. A&R0OM F5 b *
533173 A-11.3 RaMBO, SHAWN FS - }'
599180 A-11.4 MaGARNS, JOSE R FS
533181 4115 DELAROSA, RICARDO FS
533182 A6 HOwWARD, CASEY FS <
533183 A7 BalLL, MATT F5 T
s | 539124 A-11.8 WASOUES, RICARDO M Fs i 2
AT T ol ol e A T YT P S e el .

If you want to select individual resources to add, hold down the Ctrl key and click

each resource under the ROSS Resources grid that you want to include. Then

click the > button to move the selected resources to the I-Suite Resources grid.
2. Click the Next button to move to the next step in the Import process.

Validating Previous Matches

Follow the steps in this section to validate previously matched ROSS and I-Suite
Resources:

1. Onthe ROSS Import window, compare the ROSS Resources to the I-Suite
Resources.

2. If a matched resource is found that should not be matched, click the resource in
the I-Suite Resource grid.

3. Click the Unmatch button to unmatch the resources.

r

ST - R e = : - Y -
F38565 210 RHODES, P Click Umatch Eaadhn..
558987 c211 D&vis ERay to Unmatch 55R9aa
593300 C-212 FIMBRES, )4f Resources E— 553908 |
£92389 0213 WHITCHER, e Unmatch Eaan
£92390 C-214 STARK, JAMES FS — F3Ba
£92991 0215 MUNDD, PATRICIA FS F3BITT™,
EElBEiEif C-2.16 LOERA. JOSE F5 - Eaaaiz i

L] [ L]

A ‘*“‘““-\_,-rﬂ-‘r A gt S gpamrendl b e
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You can also unmatch the resources by typing over the information for the
resource in the I-Suite Resource grid.
4. Click the Next button to move to the next step in the Import process.

Validating Resources Matched by Request Number & Name

Follow the steps in this section to unmatch resources that were incorrectly matched by
Request Number and Name. This is the Validate Matches 1 step on the Ross Import
window:

1. Onthe Ross Import window, click the resource that should not be matched in the
I-Suite Resources grid.
2. Click the Unmatch button.

If the data is the same for the resources that do not match, you can type directly
into the I-Suite Resources grid to edit the resource data.
3. Click the Next button to move to the next step in the Import process.

Validating Resources Matched by Request Number

Follow the steps in this section to unmatch resources that were incorrectly matched by
Request Number. This is the Validate Matches 2 step on the Ross Import window:

1. Onthe ROSS Import window, compare the ROSS Resources that were matched
to I-Suite Resources by request number.

2. Inthe I-Suite Resources grid, click the resource that should not be matched.

3. Click the Unmatch button to unmatch the resource.

If the data is same for the resources that do not match, you can type directly into
the I-Suite Resources grid to edit the resource data.

4. When you have finished editing all of the I-Suite resources, click the Next button
to move to the next step in the Import process.

Manually Matching Resources

Follow the steps in this section to manually match resources:

1. Onthe ROSS Import window, click the resource you want to match in the ROSS
Resources grid.

2. Inthe I-Suite Resources grid, click the corresponding resource that should be
matched.
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3. Click the Match button to match the resources.

T TemAE T RS R wWERD ek Maten ] 1 Tt -
B03713 E-38 WILLIEM O} to Match L
BO1543 0.8 GLOBERM{ Resources Match i
501553 041.1% JOHNSON, ;
EO1570 01.35 SLATEN, CAROL F Unmatch P

o JBN2RAE . lEans L THITCHING DAL DARE Ae L, 85l e o o

If the resource is a match, but the data is not the same, you can type directly into
the I-Suite Resources grid to edit the resource data.

Manually Adding Resources

Follow the steps in this section to manually add resources to an I-Suite database:

1. Onthe ROSS Import window, click >> to add all resources listed in the ROSS
Resources grid.

If you want to select individual resources to add, hold down the Ctrl key and click

each resource under the ROSS Resources grid that you want to include. Then

click the > button to move the selected resources to the I-Suite Resources grid.
2. Click the Next button to move to the next step in the Import process

Assigning Crew Members to a Crew

Follow the steps in this section to assign crew members in a ROSS Import to a crew in
[-Suite:

1. Onthe Ross Import window, review the list of crew members assigned to a crew.

If there is a crew member listed that should not be included in the crew, click the
crew member and the < button.
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Cj:" Crew Name: HELICOFTER - T25 - 811KA

;: Request Humber: A-17

:Code ROSS Rez 1D | Request Mumber | R esource Mame Agency Code

“{, b Emﬁ-ﬁl DOHERTY, SCOTT J FS

o 1505740 AT.2 LARSOM, SETH F5
f?' >3 1605741 A-17.3 FLOSTERMAM, STEVE F5

:'..\ - SEWELL, DAVID F5
4 * HERMOSILLO, SHAWM F5
l:}\ - lick to Remove CLIFFORD, STEFHEM FS

§ Crew Members HOLMES. BEM FS

; HARDY, PETER M FS

., < -1V KERM. MICHAEL FS

{: M 1505743 A-17.10 DALE, DaYID F5
o “e 1505750 A7 MACPHEE, RICHARD F5
H*—-\— 1807270 A17.13 FAISERSATT, JOHM F5
5 "‘ APk o . _‘-._ \M“x u.u.n--"-uf‘\ F e

To remove multiple crew members, hold down the Ctrl key and click each crew
member listed in the Assigned Crew Members grid that you want to remove.
Then click the < button.

To remove all crew members from a crew, click the << button.

2. Click the Next button to assign the listed crew members to the crew and display
the next crew to validate.

3. When all of the crews are validated, click the Next button to move to the next step
in the process.

Exclude Resources

Follow the steps in this section to view excluded resources:

1. Onthe Ross Import window, review the list of excluded resources.
Excluded Reszources

RO55 Res 1D | Request Mumber | Resource Name Agency Code
1517660 D STARR. MAGGIE F5
1517661 ROMZEEK, FETE F5
1517662 C-28.3 MEMDIOLA, DIEGD B F5
1517663 C-28.4 WLLS, MATTHEW J F5
1518203 C-248.1 HNORWDOD, JASON F5
1518204 C-29.2 THOMAS, MONICA FS
1518205 C-29.3 DA, PALIL A FS
1518133 C-30.1 RODGERS, DUSTIM L F5
1518134 C-30.2 WILDHABER, SEAM F5

R,-" "oy’

i B i g T TN s,
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2. Click the Next button to move to the next step in the process.
3. When the message The import process is complete displays, click the OK
button to complete the import process.

Importing Excluded Resources

Follow the steps in this section to import resources that were excluded when importing a
Ross file:

1. From the Module drop-down menu, select the Database Admin option to open

the Database Admin window.

Click the Import Data button to open the Ross Import window.

From the Database drop-down list, select the appropriate database.

Click the Import from Previous Exclusions option under Import Type.

From the Import Incident drop-down list, select the incident for which the

resources were excluded.

Click the Load Data button to begin the import process for the excluded

resources.

7. Complete the remaining import steps listed under the Import Steps area on the
Ross Import window.

abkwn

o
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Purging Social Security Numbers

I-Suite data contains private and personal information including Social Security
Numbers (SSN) and IRS Federal Employer Tax ID Numbers (EIN). Before publishing
any report that might jeopardize this private data, you must remove this sensitive
information from the I-Suite database.

Important Note: The following procedure will permanently remove the SSN's and EIN's
from the database. If this information is still needed, make sure you create a copy of the
database before purging the SSN’s and EIN’s from the current I-Suite database.

Follow the steps in this section to run the purge process:

1. From the Modules drop-down menu, select the Database Admin option to open

the Database Admin window.

2. Click the Purge SSN/EIN button to display the Clear SSN's and EIN's window.
The message on this window indicates that running this option will change all of
the SSN's and EIN's to 9's.

Clear SSN's and EIN's X

‘fou are about ko sek all of the 55M's and EIN's to 9's
in the 'Marthwest' Database,

Are you SURE wou wank to do this?

3. Click the Yes button to continue. A second Clear SSN's and EIN's window
displays. This window is to confirm that you really want to run this procedure.

Because the purge process cannot be reversed, two warning messages display before
ou can run the procedure.

4. Click the Yes button to continue. When the process is complete, the message

Update Complete displays.
5. Click the OK button to close the window.
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Exporting I-Suite Data Files

This section explains how to create and then export Injury/lliness I-Suite data files to the
Data Repository. At each team transition and at the end of an incident, upload all I-Suite

data files to the Data Repository.

You must have a DMS User Name and Password to access the repository site.
Contact your Incident Commander or the I-Suite Help Desk for more information.

Creating a Data Repository File

Follow the steps in this section to create a Data Repository file:

ISSN/EIN's are automatically purged from the Repository file.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
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2.

o

o u

Click theExort Data button. The Data Export window

m| Data Export

Ewport Type Ewport Instructions
1. Select a database to export.
2. Select one incident to be uzed in the file name
" Financial a repozitory file will be created for each incides”

MOTE: Drata far all incidents within the selected’

£ Inijury / llness 3. Click '0K' to expart the repositany file, n’
4. |f the incident has ended, click "'es' for En

5. Upload the expart file to the export repositang #

Cautior: DO HOT rename the data repositony file

f* Repositon
Mate: _:
Repository Export should be accomplizhed a'
Database: Hozt Mame | Application
2008_Training j TJACKSOM  jadminlGraysLake
Select incident to be used in the file
nane:
v FROG

mIEIER

Source file:

Destination path;

displays.
Under Export Type, select Repository.

From the Database drop-down list, select the database for which you are creating
the repository.

Under Select incident to be used in the file name, click to check the checkbox
next to the incident to use in the file name. If you select more than one incident,
multiple files will be created with those file names.

NOTE: Each repository file that is created will contain data for all incidents within
the selected database.

Click the OK button to create the Repository file.

When the End of Incident window displays, identify whether this is the end of the
incident. If it is the end of the incident, click the Yes button. If it is not the end of
the incident, click the No button.

|-Suite Version 12.01.00 Database Admin 41



Chapter 6:Exporting Data
from I-Suite
7. When the system has finished creating the repository file, a Repository Files
Created window displays, click the OK button to close the window.
8. Click the Close button on the Data Export window to close the window.

|The file is exported to C:\Program Files\ISuite\Data Export\Repository.

Creating a Finance Data Export File

Follow the steps in this section to create a Finance Data Export File:

Make sure you coordinate with others on the incident management team before creating
a finance data export file. This should be done after accruals are finalized for the day.
The procedure will export finalized accrual data — OF-288 original invoices for casual
hires and OF-286 original invoices that have been printed for payment. Once data has
been exported, the data is locked and can no longer be changed. This means that OF-
286 and OF-288 original invoices cannot be deleted and accrual data cannot be
modified once this export is completed. After the Data Export file is created, the export
date and file name appears in the Data Export History.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Export Data button to open the Data Export window.
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| Data Export

Ewpart Type E wpart Instructions

Step 1. Coordinate with others on incident management team.

* Financial Step 2. Select a databaze to export.
Step 3. Select an incident to use for data export flename.
= Injurg £ liness Step 4. Click '0F to perform export,
Step 5. Upload the export file bo the export repositary site.
¢ Repositary Mate: Financial Data Export may be performed only once per day. '
Database: D'ata Export Histary
b ntfire j Export Date Time Incident Mame
. u 10/3/2007 1416 |MOUNTAIM FIRE [kAT-123-F45678- 20070907 -20071002-141 E.»’
Incident; \

. 9/19/2007 1424 MOUNTAIM FIRE [MT-123-F45673-20070301 - 200708211424,
. 3/19/2007 1424 MOUNTAIN FIRE |MT-123-F45673-20070301 - 2007053211424,

. 104312007 1416 (MOLUINTAIN FIRE [MT-123-F45678-20070301-20071002-141 E.?

Expart file destination:
| k. Cloze |

<

€

o
Last expart info: ’
3

{

3. Click the Financial option under Export Type.

4. From the DataBase drop-down list, select the database for which you are creating
the export file.

5. From the Incident drop-down list, select the incident for which you are creating

the export file.

Click the OK button to create the export file.

When the warning displays indicating that the records will be locked after the

export occurs, click the OK button to continue with the export process.

8. When the export is complete, the Data Export window redisplays with the
exported file listed in the Data Export History frame. Click the Close button on
the Data Export window to close the window.

The file is exported to C:\Program Files\ISuite\Data_Export\Finance.

N o

Creating an Injury/lliness Export File

Follow the steps in this section to create an Injury/lliness Export file:
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1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.
2. Click the Export Data button to open the Data Export window:

| Data Export

Ewpart Type E wpart Instructions

Step 1. Select a database to export.

™ Financial Step 2. Select an incident to use for data export filename.
Step 3. Chck "0F. to perform export.
o Injuy 4 liness Step 4. Upload the export file to the expart repozitary zite,
~ R . [l =
Epasitary Injury Diata Export may be performed multiple times per day.
All injury data in the databaze will be exported with each export file. '
D atabaze: [ata Export Hiztory
| b ntfire j E=port Date Time Incident M ame
i u 242742008 0840 MOUMNTAIMN FIHE|MT-1 23-F45E78-20070930- 20080227 -k
Incident: b
|MOLUNTAIN FIRE |

Last export info;

E wpart file destination:

Cloze |

AN ot S

3. Click the Injury/lliness option under Export Type.

4. From the DataBase drop-down list, select the database for which you are creating
the export file.

5. From the Incident drop-down list, select the incident for which you are creating

the export file.

Click the OK button to create the export file.

When the export is complete, the Data Export window redisplays with the

exported file listed in the Data Export History frame. Click the Close button on

the Data Export window to close the window.

No

|The file is exported to C:\Program Files\ISuite\Data Export\Injury
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Uploading the Data Repository File

Follow the steps in this section to upload a data file after you create it:

Start your Internet browser.

In the Address box, type isuite.nwcg.gov to open the I-Suite Web page.

On the Welcome to I-Suite web page, click the Data Repository option.
When the Security Alert window displays, click the Yes button to continue with
the upload process. A Connect to isuite.nwcg.gov window displays.

PwONPE

Connect to isuite. mwcg.gov

R

The server isuite.mwcg.goy ak ISUITE Login requires a
username and password,

Iser name: | | 5§ w |

Password: | |

[ 1remember my passwaord

[ [8].4 l [ Cancel ]

5. Enter your DMS User Name and DMS Password. Then click the OK button. The
I-Suite Upload Form page displays.
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Data Repository

|-Suite Upload Form
Please use the naming convention generated from |-Suite.

e |

6. Click the Browse button next to the File field. Use the window that displays to
locate and select the appropriate data repository file.

The default folder location for saving repository files is C:\Program
Files\ISuite\Data Export\Repository.

8. Click the Upload button. When the data repository files have finished uploading,
the ISUITE Upload Results screen displays.

' ISUITE Upload Results

The following file was saved:

MTBRFOO0O001_FROG_2010 0417_0023.mdf.gpg

9. Click the Back button on your Internet browser to upload additional data
repository files, or close your browser, as appropriate.
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Merging Databases

This section explains how to merge two databases into one database.

For information on combining incidents within the same database, see Combining
Incidents in the Same Database.

The following graph shows how this process is done:

Database 1 » Database 1

Compare

Database 2 »- Database 2 » Mew Database

1. 2. 3.
Identify databases Check databases Merged database
to be merged for consistency (Uses the structure
issues from Database 2)

Follow these steps to merge two databases:

WARNING: Make sure all Cost Accruals are finalized and exported before merging the
databases. If the Cost Accruals have not be finalized and exported before merging the
databases, the Cost Accruals may not be accurate the next time you perform a Cost
Accrual Extract.

1. From the Modules menu, select the Database Admin option to open the
Database Admin window.

2. If needed, Attach the databases that you plan to merge. See "Attaching an
Incident Database" on page 19

3. Click the Merge button on the Database Admin window to open the Merge
wizard. Click the Next button to continue.
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' Welcome to I-Suite Merge

With this application wou can merge bwo I-5uite databases into a
single database, The databases being merged must be attached
ko the server, Select ane of the Following options:

f+ Merge bwo I-5uike databases inka a single database

Help Zancel | | Bext = | |

4. From the Database 1 drop-down list, select the first database to include in the
merge. Then enter the database’s Password. Click the Next button to continue.

erge Utility 11.01.00

Select Database 1 to Merge

Database 1 and Database 2 will be merged inko a new database.
The Database 2 lookup tables will be used in case of duplicates ar
differences. & report will be generated to document these
differences. Database 1 and Database 2 rmusk be attached to
petfarm a merge, Seleck a database for Database 1, type the

password For Database 1 and Press Mext bo continue,

* Database 1 ] _1:_]

* Password ]

Help Cancel < Back j Mext = |
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5. On the Select Database 2 to Merge window, select the second database to
include in the merge from the Database 2 drop-down list. Then enter the
database’s Password. Click the Next button to continue.
The system uses the Database 2 Lookup Tables if there are duplicates or differences
in the merged databases.

Select database 2 to Merge

Database 1 and Database 2 will be merged into a new database,
The Database 2 lookup tables will be used in case of duplicates or
differences. & report will be generated ko document these
differences, Database 1 and Database 2 must be attached to
petfarm a merge, Seleck a database for Database 2, type the
password for Database 2 and Press Mext to conkinue,

* Database 2 | LI

* Password |

Help Cancel | < Back | Mext = | |

If either of the databases that are being merged have Cost Accrual Extracts that have
not been exported, a warning message displays indicating that all accruals should be
finalized and exported before merging the databases. Click the OK button to close the
window. To cancel the merge process, click the Cancel button on the I-Suite Merge
Utility window. After you have finalized and exported the Cost Accruals, you can restart
the merge process.

6. Onthe Name Database to Create window, enter a name for the New Database.
Then enter a Password for the merged database. Enter the password a second
time in the Confirm Password box to ensure it was entered correctly. Click the
Next button to continue.

If there are open connections to one of the databases, a warning displays. Click the Yes
button to close the connections and continue with the process. If you want to cancel the
process, click the No button.
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I-Suite Merge Utility 11.01.00

Mame Database to create

differences, A repaork will be generated ko document these
differences. Type the name For the new merged database, tvpe
khe passward ko be assigned ko the new database, re-tvpe the
passward ko confirm and press Mexk bo continue,

Database 1 and Database 2 will be merged into a new database,
. The Database 2 lookup tables will be used in case of duplicates or

* hew Database lmergedDE

* Password i

* Confirm Password i

The path for the new database is | C:\Program FilesiISuites11alphaz\Database!,

Help I Cancel l < Back | Mext = I Firish l

7. Onthe Ready to Check Databases window, click the Check Databases button.

I-Suite Merge Utility 11.01.00

Ready to Check Databases

This step will check the databases to ensure
thew are the correct skructure and identify
consiskency problems between the databases,

This step musk be done before completing the
merge, Press Check Dakabases ko begin, _

Progress Done

- Inspecting LU table: L_Rates

- Inspecting LU table: L_State

- Inspecting LU table: L_SupplyCatalog

- Inspecting LU table: L_SupphyHazardous

- Inspecting LU table: L_SupplvLocations

- Inspecting LU table: L_SupplyReferencelata
Consistency check complete,

Please wait, .. =
Warning, There are differences between databases, press Mext to view them +

< | >

Help | Cancel | < Back | Mextk = I Eimish I

(>

8. The Progress Label identifies the percentage of the Check Databases process
that is complete. When the process is complete, the label changes to Done.
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©

Complete one of the following based on the merge results:

a. If the message Warning, there are differences between databases, press Next
to view them displays, click the Next button. This allows you to review, print and
analyze the differences. Click the Close button to continue with the process.

Generally, you do not need to perform any manual editing, because differences are
handled through the merge process.

When merging a prior year to a current year database, it is common to see differences,
because of changes made to the standard database. To maintain the integrity of your
data, make sure you print the list of differences to analyze later.

b. If the message Done, no differences found Press Next to complete the merge
displays, click the Next button.

10. When the Ready to Complete the merging process window displays, click the
Merge button.

i 9

Ready to complete the merging process

The final step is to merge the databases, Press
the Merge button when readsy,
- i
Progress 0 %
Press Merge ba skart the final meraing process,
< b3

Help Cancel | < Back | | |

11. The Progress Label identifies the percentage of the Merge process that is
complete.

12. Once the merge is complete, click the Next button.

13. When the question Are there any incidents that need to be combined into a
single incident? displays, click No to keep all of the incidents separate and
proceed to step 14. Click Yes to select which incidents to combine in the merged
database.
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\?{) Are there any incidents that need to be combined inko a single incident?

Yes Mo |

a. Ifyou selected Yes to combine incidents, the Select incidents to Combine
window displays. In the Incidents Available frame, select the incidents to
combine, and then click the > button. To combine all incidents into one, click the
>> putton.

)1.00

Select Incidents to Combine

Select incidents you wish to combine into a single incident.

Incidents Incidents ko
Available Combine
FROnG
RIVER =
e
L
=

Help Cancel | | Mext = | |

b. Once all of the Incidents you want to combine are listed in the Incidents to
combine frame, click the Next button.

c. From the Incidents to Combine frame, select an incident into which the other
incidents will be merged. The name of the selected incident displays in the
Combined Incident Name field. Click the Next button.

You must select an Incident to assign as the Combined Name. If you leave the
Combined Incident Name box blank and click the Next button, a message displays
indicating that you must select an Incident for the Combined Incident Name.
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I-Suite Merge Utility 11.01.00

Select Combined Incident Name

Select an incident ko assign as the Combined Incident

Name.
Incidents ko Combined
Combine Incident Marme

FRIOG
RIVER.

Help Cancel | < Back | Mext = | |

d. If there are Resources that are potentially duplicate in the merged incident, a
Potential Duplicate Resources Report displays. You can print, preview or export
this report. After viewing the report, close it to continue with the merge process.

14. On the Merge Process Completed window, you can either click the Finish button
to complete the merge process or click the Combine Other Incidents button if
you need to merge additional incidents together. When you click the Combine
Other Incidents button, repeat steps 13 a-d to merge the additional incidents
together.
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Merge Process Completed

Combine Other
Incidents

Database 1; 2010_Training. rmdf
Database 2; Svalorn, mdf
Mew database: mergedDB.mdf

Press Finish ko exit,

MOTE: The ISuite user accounts from Database 1 and
Database 2 have been merged into the new database, All
users from Database 1 have been deackivated, Use the
Idser Management tool to reactivate users needed.

Help | Cancel = Back Mext = | Einish I
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Combining Incidents in the Same
Database

Follow the steps in this section to combine multiple incidents that are in the same
database together to form one incident in a separate database.

WARNING: Make sure all Cost Accruals are Finalized and Exported before merging the
databases. If the Cost Accruals have not be Finalized and Exported before merging the
databases, the Cost Accruals may not be accurate the next time you perform a Cost
Accrual Extract.

1. Create a New/Blank Database (See Creating a New Blank Database).
When combining incidents in the same database, you must first merge your existing
database into a new blank database. You cannot perform this process without first
creating the New/Blank database.

2. Run the merge process (See Merging Databases).

3. Select the New Blank Database as Database 1.

4. Select the existing database as Database 2.
If you do not select the existing database as Database 2, the Kind Codes and Rates in
the merged database may not be correct.

5. Complete the merge steps 6 - 14.
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External User Account Management

This section explains how to manage External User Accounts. Use an External User
Account to access an |-Suite database with an external application.

Creating an External User Account

Follow the steps in this section to set up an External User Account:

1. From the Modules drop-down menu, select the Database Admin option to open

the Database Admin window.
Click the Users button to open the User Management window.

2.
3. Click the External Users tab to select it.
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ISute Users | AdminUserz | Extemal Users |

|

Lz
. whzabeth. udor elizabeth o 472772000 8:08:56 Idmmm Bl i [w

Add Mode

st Name [iohn doe Access | Databae
*Fest Name [John EM

Lazt Hame Do

5. Enter the external user's First Name.

6. Enter the external user's Last Name.
The system automatically generates the User Name for the external account based on
the First Name and Last Name that you enter.

7. Enter a Password for the external user account.
The user associated with the external user account should enter their own password
into the Password box. Once a Password is assigned to an external user account, you
cannot change it.

8. Verify the password in the Verify Password box.

9. To activate the external user account, click to check the Active checkbox
Only external user accounts with an Active status can access an |-Suite database in an
external application.

|-Suite Version 12.01.00 Database Admin 57



Chapter 8:External Access
Account Management

10. In the Access Database area, click to check each database the external user
account can access in the external application.
11. Click the Save button to save the external user account.

Changing an External User Account

Follow the steps in this section to make changes to an External User Account:

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the External Users tab to select it.

Click the external user account you want to edit in the grid at the top of the tab.
Click the Active checkbox to either activate or deactivate the external user
account.

Click to check or uncheck databases in the Access Database area to identify the
databases the external user account can access in an external application.

7. Click the Save button to save any changes made to the external user account

arwN

.

Deleting an External User Account

Follow the steps in this section to delete an External User Account.

If you delete an external user account, that user will no longer be able to access any I-
Suite databases in an external application.

1. From the Modules drop-down menu, select the Database Admin option to open
the Database Admin window.

Click the Users button to open the User Management window.

Click the External Users tab to select it.

Click the external user account you want to delete in the grid at the top of the tab.
Click the Delete button at the bottom of the tab.

When the message Are you sure you want to delete the external account
displays, click the Yes button to delete the account.

oahwn
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SQL Server Administration

The SQL Server Administration section explains how to manage SQL Server for ISuite.

1. Open the SQL Server Configuration Manager by double clicking the icon on the
desktop or by going to Start, All Programs, Microsoft SQL Server
2005,Configuration Tools, SQL Server Configuration Manager.

I@ Microsaft OFfice 4
@ Microsoft Sikverlight k|

=i Internet
Internet Explorer

i Microsoft 5L Server 2005

Pl M@ Configuration Tools 3 (e SOL S8 onfiguration Manager
@ Quality Center Pl
Skype 4
[/ snagit 10 3
I/ Startup 4

—. E-mail

':’)' Microsaft OFfice Qut [£] SQL Server Ervor and Usage ReportindLacati

& S9L Server Surface Area Configuration

2. This will open the SQL Server Configuration Manager window. Click on
"SQL Server (ISUITE2).

File  Action  Wiew Help

BER 2 ODOO S

‘@ SCL Server Configuration Manager {Local) Marme / State Start Mode
({ISUITEZ)

S0L Server 2005 Services EDSQL Sz
& S0L Server 2005 Metwork Configuration

5 S0l Mative Client Configuration

Running Autamatic
@SQL Server Browser Runring Autormatic

3. From the main toolbar click Action. This will allow you to choose the option to
Start, Stop, Pause, Resume or Restart SQL Server. The same menu will appear if
you right click on the SQL Server (ISUITEZ2) Option.
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View |

Skop
Pause

Restark
Properties

Help
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2008-04-25
2007-07-25
2007-04-20
2007-01-10

2006-12-04
2006-05-01
2006-04-17
2005-03-01
2004-10-26

2004-09-22

Revision Summary

Revised instructions for the 12.01.00 version of I-Suite
Revised instructions for the 11.01.00 version of I-Suite.
Revised instructions for the 10.01.00 version of I-Suite.
Revised instructions for the 9.01.00 version of I-Suite.
Revised instructions for the 8.01.05 version of I-Suite.
Revised instructions for the 8.01.04 version of I-Suite.
Revised instructions for the 8.01.03 version of I-Suite.
Revised instructions for the 8.01.00 version of I-Suite.
Revised instructions for the 7.01.05 version of I-Suite.
Revised instructions for the 7.01.00 version of I-Suite.
Revised instructions based on changes received for Training
Manuals.

Revised instructions by adding more detail and graphics.
Instructions for new features of the Database Admin module.
Instructions for new module of the new I-Suite 2006 application.
Revised instructions for the new I-Suite website.

Revised instructions for the new I-Suite Website and to reflect
changes in procedures from the June and August 2004 I-Suite
releases.

Added instructions for importing ROSS data files into I-Suite.
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assigning rights to users, 11
Attach Database, 19
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automatically backup incident
database, 22
manually backup incident database, 21
restore backup database, 24
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create finance data export file, 42

Import
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assigning rights, 11

changing external user account, 58
changing user password, 10
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deleting external user account, 58
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